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ABSTRACT

In message passing programs, once a process terminates wih unexpected error, the terminated process can
propagate the error to the rest of processes through communation dependencies, resulting in a program failure.
Therefore, to locate faults, developers must identify the @up of processes involved in the original error andfaulty
processes that activate faults. This paper presents a novel debuggingpol, namedMPI-PreDebugger (MPI-PD), for
localizing faulty processes in message passing programs.FPD automatically distinguishes the original and the
propagated errors by checking communication errors duringprogram execution. If MPI-PD observes any commu-
nication errors, it backtraces communication dependencig and points out potential faulty processes in a timeline
view. We also introduce three case studies, in which MPI-PDds been shown to play the key role in their debug-
ging. From these studies, we believe that MPI-PD helps deagers to locate faults and allows them to concentrate in
correcting their programs.

KEYWORDS: parallel processing; message passing; debugging; tadtization

1 Introduction

In recent years, cluster/grid computirig [Buy89. EK98] iseeging as a cost-effective methodology for high
performance computing. The message passing paradigm Ajlissdwidely employed programming paradigm
that gives us efficient parallel programs on these compu@inviyonments.

However, debugging message passing programs is usuadtydimsuming, since we have to investigate a
large amount of debugging information compared to seqalgmtograms. Furthermore, once a process termi-
nates with an unexpected errbr [MSIR77], the terminatedgs®can propagate the error to the rest of processes
through communication dependencies. For example, if agaoterminates before sending an intended mes-
sage, the receiver process that has no original fault alsonates, since it fails to receive the expected message.
Thiserror propagation makes it complicated to locate the hidden faults from a nurabebserved errors.

To give developers valuable insights for debugging, a nunobelebugging tools have been developed
for message passing programs. Post-mortem performancegiets such as ParaGraph [HE91], ATEMPT
[KGV986], XMPI [CAMOZ], and Vampir [Pal99] visualize detal timeline view of communications, so that
developers can intuitively understand program behaviors.
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Source-level debuggers such as TotalViEw [EtN02], MPIGBEBIL0(], and CDB[WCS02] allow stepwise
execution of programs. TotalView also has a facility forudfzing, named Message Queue Graph (MQG),
which shows the states of the pending send and receive apexatIPIGDB is based on a sequential debugger,
GDB [SPS0P], and allows developers to broadcast termimaitito all GDB processes attached to computing
processes. CDB also provides a similar debugging envirabhimeemploying GDB at its lower layer.

Fault localization [JHSO02] is another approach for debugging prograRekative debugging [HJO0 [WAD1]
is a kind of fault localization for programs that have beentgx from sequential to parallel architectures or
between different parallel architectures. It dynamicaliynpares data between two executing programs, so
that can locate errors in the compared programd. Tn [NBIDKKNI6}zer et al. have pointed out that unforeseen
consequences of bugs can cause messages to arrive in uteekpeters. Their algorithm dynamically locates
errors by detecting unintended nondeterminism, or racéitons.

Process groupind [KraORb, Kud93, SNdKO00] is a fundameettinique for scalable visualizing and de-
bugging. DeWiz[[KraOZ&, KraO2b] aims at identifying closetlated processes and reducing the amount of
trace data. Given a specific process, DeWiz isolates theetefaocesses according to the accumulated length
of transmitted messages.

Thus, a number of tools provide useful debugging functibttsvever, developers still suffer for selecting
the original error from a number of observed errors, inalgdiriginal and propagated errors. Once the original
error is given to developers, they can immediately inveséidaults by using existing debuggers and concentrate
in correcting them.

In this paper, we propose a novel debugging tool, naktiett PreDebugger (MPI-PD), for localizing faulty
processes in message passing programs. Current MPI-PDrssippograms written using the Message Passing
Interface (MPI) standard [MesP4] and focuses on faults thahinate program execution. MPI-PD aims at
reducing developers’ workloads required for localizinglf@ processes in timeline visualization.

To achieve this, MPI-PD dynamically checks communicationrs in accordance with the error definition
in a program execution model. If MPI-PD observes any comugaiidn errors, it then generates a trace file,
backtraces communication dependencies and points outtfadhe faulty processes in a timeline view. Thus,
MPI-PD reduces the amount of debugging information befenetbpers visualize and investigate it by using
performance debuggers and source-level debuggers.

The rest of this paper is organized as follows. Sedilon 2 &bisntharacterizes communication errors in
MPI programs and makes clear the differences among fauttyseand failures. Sectidih 3 gives an algorithm
for localizing faulty processes in a given trace file while@@n[@ presents MPI-PD, which implements the
proposed algorithm. Sectih 5 introduces three case stadigisted by MPI-PD. At last, Sectibh 6 concludes
this paper.

2 Modeling Behavior of Message Passing Programs

This section shows a definition of communication errors inl R grams. We define it by extending the
program execution model describedin TNM92].

2.1 Event graph: program execution model

An execution of a message passing program is defined as setdij@aphG = (E,—), whereE represents a
finite set ofevents while — represents thbappened-before relation [Lam /78] defined oveE [NM92Z]. In the
following, we call this directed graph theent graph [Kra0Za).

An event in this context represents the execution instahaeset of consecutively executed statements in
some proces$ [NM92]. Any evete E is observed during a program execution. In the followinggelg be
thei" event on procesg.

The happened-before relatiem shows how events potentially affect one another [Lam78js Tdlation is
defined as the irreflexive transitive closure of the unionnaf bther relations:»= (—S> U E>)+. Here,3 and
S respectively represent the sequential order relationla@ddancurrent order relation as folloviis [KraD2a]:
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Figure 1: Order relations between events. A node represergsent and an arrow represents a relation.

Sequential order relation,—s>: As illustrated in Figur€ll(a), the sequential order of esgey; 5 €p,it1, de-
fines that the eventep; on any sequential procepccurred before thie+ 15t eventep i 1.

Concurrent order relation, %: As illustrated in Figur€l1(a), the concurrent order of eSeey; 5 €g,j, de-
fines that the™ eventeyj on any procesp occurred directly before thg" eventey j on another process
q, if ep;j is the sending of a message by processide,  is the receipt of the same message by another
process.

Although the event graph is a sufficient model for visualigihe behavior of message passing programs,
we have to add one relation to this graph to characterizertiogserelevant to nonblocking communications
[Mes94]. This additional relation exists between a painafrgs caused by the initiation and the completion of
a nonblocking send/receive operation:

Nonblocking order relation, N- Asillustrated in Figur€ll(b), the nonblocking order r&iﬂtiﬂ), shows the

order in which nonblocking messages are initialized and twnpletedep; it epk defines thaey 3
epk. if ep; is the send/receipt initiation of a message by progemsde,  is the completion of the same
message by the same process

In our extended event graph, the happened-before relati@uefined as>= (—S> uSu E>)+.

2.2 Fault, error, and failure

The concepts of faults, errors, and failures IMSR77] usealindiscussion are briefly explained as follows: a
program with a bug has a fault in itself and an active faultsezuan error. If the error fails to be corrected, it
causes a failure.

Failure event

X! — - - A .

Faulty process \“Faulty event

Figure 2: Fault, error, and failure events. While a crossmdenrepresents an unexpectedly terminated event, a
dotted node represents expected but non-occurred event.

Figure[2 shows an example that interprets these three ctnoapevents. In this example, procesis
the faulty process, since it executes a faulty statementcandes a faulty event. It also terminates against
developer’s intension, so that causes a failure eventr Alfis, procesg fails to pass a message to process
r, so that causes an error event, resulting in a failure ewdmtd it terminates). Procegsalso faces with a
communication error, however, its error handler avoid&isire.
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Letis failed(e) denote whether eveetcauses a failure or not. Since failure events have no sumcasd
occur when programs unexpectedly termingtefailed(e) is defined as follows:

is failed(e) = the program terminated unexpectedly

2.3 Communication errors in MPI programs

In MPI programs, an event causes a communication errorsétisfies one of the following two conditions:
isolated or truncated, defined as follows;

e |solated events.

— An eventep; (eqj) is called an isolated send (receive) event;# ey € E (epi € E) such that
€p,i 5 eq,j, respectivelyl[Kra02a].

— An eventep; (epy) is called an isolated send/receive initiation (completievent, if—3 e, €
E (ep, € E) such thaep; N €epk, respectively.

e Truncated events.

— Two eventsey; andegy j are called truncated eventsgff; 5 €q,j andlen(ep;) > len(egj), where
len(epi) andlen(ey j) represent the length of the send buffer specified in esggraind the receive
buffer specified in everd j, respectively.

Isolated events are caused under the following two sitoati®ne is the mismatch of occurred events and
the other is the non-occurrence of expected events. Fistjroed but mismatched events can trigger off an
error propagation. For example, an MPI routine call with mralid tag/communicatof TMesP4] or an invalid
source/destination rank fails to pass the intended mesSagédar mismatch can occur between the initiation
and the completion of a nonblocking send/receive operahi@xt, expected but non-occurred events cause
serious problems, since they can propagate errors thrdugloaesses. For example, if a process terminates
before sending an intended message, the receiver proeg$sthno original fault also terminates, since it fails
to receive the expected message. Thus, isolated eventgateperrors similarly to the domino effect, leading
to a program failure.

A pair of truncated events indicates an occurrence of anfloweat the receive buffer. In a strict sense, a
message should be passed between the send and the receatoaopavith the same buffer lengih [Kra02a).

However, as MPI does, we also permit passing a message lretweete,; andeg j such thaey; 5 €g,j and
len(epi) <len(eqj). In practice, some nondeterministic applications reghiieflexibility, because the receiver
processes in these applications want to receive a variabt#h message at one receive operation. Therefore,
we permit passing a message between events with differéet bength except for truncated events.

Thus, the error of an event can depend on that of an event dhemarocess. In this paper we call that
processep andq have acommunication dependency if the error of eveneyj on proces$ determines that of
eventeg ; on another process

Here notice that MPI has four communication modes [Mes3¥:standard, buffered, synchronous, and
ready modes. These modes differ by when they solve the nmatdfiioutgoing messages. For example, when
two processes send a message to each other, they fall intaddodk in the synchronous mode while they
are deadlock-free in the buffered mode. Therefore, we lmebeck communication errors without destroying
these communication semantics in the target programs.ighatitgoing messages have to be checked in the
same mode as their original mode. The error detection méshamployed in MPI-PD is presented later in
SectiorZP.

For collective communications, since they can be impleetkibly using point-to-point communications,
we repeatedly apply the above error definition to all of thmpto-point messages that compose the collective
communication.

Inthe following, letis_isol ated(ep) denote whether evesg; is isolated eventor not. Lés truncated(ep;,eq,j)
also denote whether evergs; andey j are truncated events or not.
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3 Algorithm for Localizing Faulty Processes

This section presents the details of our proposed algorithNendescribe how to localize faulty processes in a
given event graph. We assume here that the event graphasiglgenerated by the error detection mechanism
presented later in Secti@n®.2.

1. Algorithm LocalizeFaultyProcesséy(G, P, Ee)

2. Il'Input:P, a set of process ranks.

3. G, an event graph.

4. /I Output:Pe, a set of localized faulty process ranks.

5 Ee, a set of failure events on each processes.

6. begin

7. /I (1) Identify failure events occurred on each processes

8. Ee :=0;

9. foreach (p € P) begin

10. if epi such thais_failed(ep) = trueexists. then fe,:=ep;
11 else fep :=null

12. endif

13. Ee:=EeU{fep};

14. end

15. Il (2) Localize faulty processes by recursive analysis.

16. Ps:=0;

17. foreach (p € P) begin

18. if (BacktraceCommbDepp( 0) # 0) then P.:=P.U{p}; /I Process has faults.
19. end

20.end

21. /I A recursive function that backtraces communicatiepeshdencies from proceps
22.function BacktraceCommDep( Pyep)

23.begin

24. if ((p€Pe) |l (fep=null) && (Pyep =0))) then return 0; // pis already traced or valid.
25. else if(fep is a calculation eventjthen return —1; /I (a) Calculation fault.

26. else if(fep = null) then return -2; /I (b) Non-occurred event.

27. else if(p € Pyep) then return p; /I (c) Deadlock or (d) Overflow.
28. endif

29. q:= ptnr(fep); /' Source/destination rank fdie,

30. Quep := PaepU{p};  // Update the call history.

31. retval .= BacktraceCommDep|( Qgep);

32. if (retval £ 0) then P.:=P.U{q}; // Procesg has faults.
33. if (retval = p) then retval :=0;

34. else if(retval < 0) then retval++;

35. endif
36. return retval;
37.end

Figure 3: Algorithm for localizing faulty processes.

Figure[3 shows our algorithm, which requires a set of procasiss,P, and an event grapkg, and returns
sets of localized faulty processes and the failure evene&ach proces$: andEe, respectively. Our algorithm
consists of two stages as follows:

¢ |dentification of failure events (see line 7-14 in Figllke 3).
e Localization of faulty processes (see line 15-37 in Fifij)re 3

At the first stage, the algorithm identifies all failure exemtfter this stage, it localizes faulty processes by
backtracing communication dependencies in a recursivenara@ur algorithm then classifies program failure
into the following four situations:

(a) Calculation fault: Figure[@(a) illustrates this situation. As a result of baa&ing, our algorithm finds
that process terminates unexpectedly and has no communication dependermany other processes.
Therefore, the algorithm determines that the faulty prece@process, which causes a calculation fault.
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Calculation fault activated by process s Non-occurred event on succesfully terminated process s
(a) Calculation fault (b) Non-occurred event

Deadlock among processes g-s Overflow at process s

(c) Deadlock (d) Overflow

Figure 4: Four failure situations classified by proposedaigm.

(b) Non-occurred event: Figurd4(b) illustrates this situation, in which proce$gs a communication depen-
dency fromr but terminates successfully. In this situation, we thinkethier process could have sent
a message redundantly or processuld have missed to call a receive routine. However, it Scenbe
difficult to automatically identify the faulty process fragpnocesses ands. Therefore, our algorithm de-
termines that the faulty processes are both of processass, or a process left by a normally terminated
process and the terminated process.

(c) Deadlock: A deadlock occurs if there exists a cyclic communicationeshefency. In FigurEl4(c), processes
g, r ands fall into a deadlock. Our algorithm determines that thetfaptocesses are all the processes
that participate in the deadlock.

(d) Buffer overflow: In Figureld(d), processcauses a buffer overflow. As same as situation (b), it alsmsee
to be difficult to identify which of processasands has called an MPI routine with an invalid buffer
length. Therefore, our algorithm determines that the yguibcesses are both of processasds, which
have a pair of truncated events.

Notice that the algorithm described in Figlife 3 backtracesrunication dependencies by assuming that
all the source/destination ranks are valid. Therefore,fdudty process calls an MPI routine with an invalid
source/destination, this algorithm can omit the faultygess from the localized processes. We discuss this
problem later in Sectiond.1.

4 MPI-PreDebugger

This section presents the details of MPI-PD, including itgi@nment for debugging and its mechanism for
run-time error detection.

4.1 Overview of debugging environment

Figure[® shows the debugging process with MPI-PD. The deéhgdgnctions in MPI-PD are implemented
using the C++ language and the Ruby-GNOME toolKkit[Rtib02] eemposed of three components: the instru-
ment tool mpi2pd, the run-time error detection library lilappi.a, and the localize and visualize tool pdview.

The instrument tool mpi2pd automatically replaces all & BPI routines in programs with instrumented
MPI routines based on pattern-match rules. The instrunderttetine is a combination of the original MPI
routine and the run-time error detection function. Aftas tieplacement, developers have to generate the object
codes by compiling their programs and the executable bifilarly linking the object codes with the run-time
error detection library.
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Figure 5: Debugging process with MPI-PD.

The run-time error detection library checks communicagamrs whenever the processes call the instru-
mented MPI routines (see Sectionl4.2). If the library detecty communication error, it terminates program
execution and generates a trace file. The trace file has tbe/fioly information for every event observed during
program execution: (1) event number, (2) process rank,di3gsponding line in source code and its file name,
and (4) corresponding MPI routine and its arguments.

Given a trace file, the visualization tool pdview allows depers to view the behavior of the terminated
program, as shown in Figuid 5. It visualizes the event graplth has the process axis in vertical and the time
axis in horizontal, and shows the result of the fault loalon described in Sectidd 3. In the event graph, a
colored node corresponds to an event and the type of the M#?atipn that caused the event decides its color.
A solid line between two nodes corresponds to a successfutemication while a dotted line corresponds to
a failure communication.

In default mode, pdview avoids visualizing the entire exggaph. It visualizes all of failure events occurred
on each process and the successful events occurred dibedblse the failure events. Furthermore, pdview can
isolate faulty processes from the event graph. Developarssisualize an isolated event graph by selecting
process whichever they want. In addition to these visudindunctions, pdview also shows following infor-
mation:

e Faulty processes localized by the proposed algorithm.
e Failure situation selected from four situations (see Fefl)c

Furthermore, developers can investigate every visuakxeat. If they click the mouse on a node in the
visualized event graph, then pdview pops up a dialog, whiolvs information (1)—(4) about the corresponding
event and its error reason (isolated/truncated). Thisrin&tion is useful for developers to locate faults in
programs. After this fault localization, source-level dgbers can effectively assist developers to investigate
the detailed behavior of the localized part.

4.2 Mechanism for run-time error detection

MPI-PD checks the occurrence of communication errors dysiogram execution. If it detects any errors, it
generates a trace file.
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To realize this, we employ three methodologies. We firstidison the synchronous blocking seMe {_Ssend)
then others. The three methodologies are as follows:

e Manager process: To generate trace files under a deadloaksit, we employ a manager procégsfor
every proces. M checks the value db_failed(ey;) before its responsible procepexecutes event
ep,. We present later how to chedk failed(ep;) at next paragraph. M, obtainsis_failed(ep;) =
false, it allows p to execute everty; and pushes the information abay; into its local Event Graph
E,. Otherwise, it detects a communication error, terminatead generates a trace file frdgg.

e Message queue: To handle nonblocking communications, vpdogra message queue. For nonblocking
communications, to decide the failure of completion ewgpt we have to refer the information about its

corresponding initiation evem,; (€p,i N epk)- Therefore, for all processgs manageM, has its own
message queu@, for referring to the information about the past events.

e Timeout mechanism: We also employ a timeout mechanism dtfeetdifficulty in distinguishing the
valid and the invalid computation. For example, a receivenesy j that never receive a message has to
be decided afs _isolated(eq,j) = true. However, it is hard foMq to identify whether the send@rsends
the message or not. That ig,can send the message after heavy computation or can fathimtafinite
loop. ThereforeM, holds a timeout timé(ep i) for everyep; and decidess_isolated(ep) = truewhen
the time is up.

Figure[® shows the process of run-time error detectionfar_Ssend. In Figurel®, the manager of the
sender has three states (states C, S1 and S2) and that oféheerdnas four states (states C, R1, R2 and R3)
as follows:

M C 'Sl C 1S2 C M ( S1 [ i (Trace file generation)
P = k(e,) 4 - g
p req, (ep,/)foz f \ﬁ ack,(ep,; reqp(ep,,-)fz Timeout” \4 abort,(e,)
—o et p -© mmmemmnse
Sen . ; e,i\--- rigina dca - ____ Failure
:: dya’llll Veqm(ep,,-) aCkm(@q,,/) p,\\ message Send call reqm(e,,},-) Cp.i “ message
q —© ol q
A/[q reqq(eq}jx \ /fackq(eq‘y Mq \
C  IRI} C R2iR3: e ¢ ‘R2: ¢
(a) Successful case (b) Failure case

Figure 6: Process of run-time error detection for the symebus blocking sendp I_Ssend). Eventsep;
andey j correspond tolPI_Ssend andMPI_Recv calls, respectively.

Common state for the sender/receiver:

State C:Timeout checking and control-message waiting. In this state, M, continues to check), whether
there exist any timeout events, until it receives any com@ssage (ack or request messages) fpan
another manager. M, detects a timeout evespj, then it decidess_failed(ep;) = true and sends an
abort requesabortp(ep) to p. It also adds the failure evesp; to Ep and terminates. IM receives a
control message, then it changes its state to an approptéte

States for the sender:

State S1Sendinitiating. If M, receives a send requestiy(epi) from p, then it pushes the information about
ep, into Qp with t(ep;). It also checks the destination rankepf; and transmits a send requestim(ep;; )
to the destination process’s manadéy,(go to state C).

State S2Message sending. If M, receives an ackckn(eq,j) from another manager, then it searckggsand
selectsep; such thais isolated(epi) = false. It also checks whethey,; andey j are truncated events.
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o If is truncated(ep;,eqj) = false, Mp decidess failed(ep;) = falseand sends an acckp(ep;i)
to p. After this acknowledgement, it deleteg; from Qp, and adds botkp; andey j to E, (go to
state C).

e Otherwise M, decidess_failed(ep;) = true and sends an abort requabbrty(ep;) to p. It also
adds botlep; andey j to Ep as failure events and terminates.

States for the receiver:

State R1:Receive initiating. If Mq receives a receive requestiq(€eg,j), it then searcheQq and select®y;
such thais isolated(ep;) VVis_isolated(eyj) = false.

o If suchep; exists,Mq decides thagp; andey j are the matching events (go to state R3).

e Otherwise, it leaves the error detection&y) and pushes the information abayy; into Qq with
t(eg,j) (go to state C).

State R2:Send-request receiving. If Mq receives a requesegm(ep,i) from another manager, then it searches
Qq and selectsg ; such thais_isolated(ep;) v is_isolated(ey j) = false.

e If suchey exists,Mq decides thag,j andeg j are the matching events (go to state R3).

e Otherwise, it leaves the error detectioney) and pushes the information abayt; into Qy with
t(ep;i) (go to state C).

State R3:Message receiving. My sends an ackckn(eq,j) to Mp. It then checks ip; andey j are truncated
events.

e If is truncated(ep;,eqj) = false, then My decidesis failed(g; ;) = false and sends an ack
ack (eq,j) to g. After this acknowledgement, it deleteg; (ep,;) from Qq and adds botke,; and
€g,j to Eq (go to state C).

e If is_truncated(ep;, €y j) =true, thenMq decidess_failed(ey j) =trueand sends an abortrequest
abortq(egj) to . It also adds botle,; andey j to Eq as failure events and terminates.

The manager processes buffer all events until they deteetran so that their local memory are possibly
full. Our algorithm described in Figuf& 3 requires failuverts on each process. Therefore, if local memory of
M, is full, we allowMp, to delete information about the oldest successful event fg.

Here, recall that we have to keep the communication sengrgexplained in SectidnP.3. Therefore,
for the blocking buffered mode sendKI_Bsend), we alter the sequence of error detection. That is, to keep
the buffered behavior of message passing, propgsasses the original message immediately after sending
requestregp(ep;i) to its manageM,. This alternation omits receiving an aekkp(epi) from M. Instead of
this omissionp checks an abort messagort,(ep;) from My whenever it calls an instrumented MPI routine.

If preceives the abort messag@orty(ep;), it terminates its execution. Otherwise, it continues pssing the
original routine. This alteration allowsto execute a few events after an original faulty event, h@wéere is
no influence on faulty process localization sifdg identifies the faulty event correctly.

For nonblocking communications, we process states S1 arat Rie send initiation and the receive ini-
tiation of nonblocking operations, respectively; and gsxsend acks at the completion of the nonblocking
operations. For collective communications, we can apmstime approach as for the blocking mode point-to-
point routines, since the collective communications caimpemented by using those point-to-point routines.

Thus, exchanging information about every event among nemsagnables us to detect communication
errors and generate trace files before program failure.
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Table 1: Summary of case studigk|, |P|, and |[E| represent the numbers of lines, processes, and events,
respectively.

Case study Details of program _ Detalils of trace file
Developer| |L] Employed MPI routines |P] |E|

1. Applicability | Beginner 300 | Send, Recv, Isend, Irecv, Wait 4 412

2. Scalability Expert 40,000| Send, Recv, Sendrecv 64 9,774

3. Usability Compiler | 20,000| Isend, Irecv,Waitall 15 253

Table 2: Application results of MPI-PD.

Number of programs
Success| Failure
MPI Program execution | 13 0f28| 15o0f28
Event graph visualization| 150f 15| 0 of 15
Faulty process localization 12 of 15| 3 of 15

Debugging phase

5 Case Studies: Debugging Message Passing Programs with MPD

In this section we introduce three case studies. The aim df study is to investigate the effectiveness of
MPI-PD from the following point of view:

1. Applicability: We investigated what kinds of faults are effective for M- To do this, we applied
MPI-PD to a few ten of the Gaussian programs developed by Mginmers (see Sectinb.1).

2. Scalability: This study shows an example of scalable debugging using®IRIWe applied MPI-PD to
a parallel rendering program [TIHO3] developed by MPI expen 64 processes (see Secfion 5.2).

3. Usahility: We investigated the usability of faulty process locali@at To do this, we applied MPI-PD to a
complicated program generated automatically by a paiahel compiler [YTEHO2]. We also compared
visualization results between proposed MPI-PD and exjstotalView [EIn02] (see Sectidn®.3).

Table[l shows a summary of the above studies. In the followiegomit ‘Mp1_", the prefix of MPI
routines, as shown in Tad 1.

In these studies we used a PC cluster with 64 symmetric mottgssor (SMP) nodes. Each node in the
cluster has two Pentium Ill 1GHz processors and connectsMyrinet-2000 switch [[BCE95]. We also
employed an MPI implementation, MPICH-GIM [Myr02].

5.1 Study 1: Applicability of MPI-PD

In this study, we applied MPI-PD to 28 faulty programs depeld by six graduate students through a practice
in MPI programming. These programs solve simultaneoustemsausing Gaussian elimination.

We first executed the programs on our PC cluster and thenlizieddocalization results by using MPI-PD.
Tablel2 shows the application results at each debuggingphas

At the execution phase, 15 of 28 programs unexpectedly teted. As we mentioned in Sectih 1, since
current MPI-PD focuses on faults with program failuresaitefd to visualize the event graph for the remaining
13 programs that never terminated but returned incorreclt®e These programs contain semantic faults such
as invalid specifications of operators/variables and idwatiting to message buffers before the completion of
nonblocking communications.
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At the localization phase, MPI-PD successfully localizadlfy processes for 12 of 15 programs while it
failed to localize them for the remaining three programsSehthree programs have calculation faults activated
by all processes at the same statement. Therefore, everggzrderminated outside the instrumented MPI
routines, so that their trace files contained no informagioout failure events. Thus, MPI-PD failed to localize
their faulty processes. However, in these cases, sincg @vecess terminates without any communication
dependency, error propagation is unable to occur. Thexefievelopers have to investigate every process. That
is, they have to investigate their programs between théi®étroutine executed in a success and the next MPI
routine expected to be executed, especially where the constatements that every process executes.

The 12 programs which MPI-PD successfully localized hadreetyaof faults classified into following four
types. Notice that MPI-PD localized not the faults but thdtfaprocesses which activate them.

e Invalid source/destination rank (six programs).
e Invalid length of message buffer (three programs).
e Calculation fault (two programs).

e Deadlock occurred when passing long messages (one pragram)

We next confirmed that there was no faulty process omitte ftee localized results. For all cases where
invalid source/destination ranks were specified, MPI-Pied out deadlock processes, including the faulty
process. Therefore, the deadlock processes pointed outAyPId can include valid processes, so that there
exists a room for improving the accuracy of localizationwdeer, this redundancy was a little problem for the
programs applied in this study. Since their faults appeargmumber of processes, developers are allowed to
scale down the number of processes without missing thesaetifaults.

5.2 Study 2: Scalable debugging with MPI-PD
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Figure 7: Localized faulty processes in event graph vigaedlby MPI-PD.
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We applied MPI-PD to a parallel rendering progrdm [TTHO3piemented on 64 processes. This program
has a fault in gathering and compositing rendered imagesrgted by distributed processors. For the purpose
of high-speed compositing, the developers have implendemian collective communication routines for the
gather and the broadcast operations by using point-totpmitines Send andrRecv. Their collective routines
are called at every compositing stage with splitting thecpsses into two groups. That is, giveprocesses,
each of 2-1 groups performs collective communications atifstage, where ¥ i < logn.

Figure[d shows the event graph for all processes visualiggdd®I-PD. While the program generates the
total of 9,774 events, the visualized event graph is congot@64 events classified into 64 failure events and
100 successful events occurred directly before the fagwents. In Figur€l7, MPI-PD points out five faulty
processes from 64 processes: processes PE21, PE37, PE&4 aRl PE52. It also points out that these five
processes fall into a deadlock and that each of them has umefavent.

As we mentioned in Sectidn4.1, MPI-PD allows developersgaalize specific processes whichever they
want. For example, developers can view only the deadlockgmses as shown in Figiide 8, so that easily know
how the processes fell into the deadlock. They can also daligdeprocesses that communicated to the deadlock
processes (see Figule 9), so that intuitively know procEd8Received many messages compared to the other
four faulty processes: processes PE21, PE37, PE44, and PE52

Thus, MPI-PD guided the developers to the five faulty evesdghat they easily found that process PE48,
the root process of a broadcast operation, called an exeessid routine due to the lack of areak state-
ment. Therefore, MPI-PD assists developers in scalablegigbg, where the numbers of processes and events
are too large for them to understand the behavior of programs

We also indicate that the buffered send operation makesriptioated to locate faults, since this operation
causes a gap between the faulty send event and the failure Bee example, when we executed the rendering
program without error detection, since process PE48 pushietessages in the buffered mode, it successfully
returned from the faultgend routine and terminated at a succeedi@g-v routine. Therefore, without MPI-
PD, the developers can investigate Hwecv routine, which causes a non-original fault, or a fault duertor
propagation. Thus, MPI-PD’s run-time error detection isegsary for handling the buffered send operation.

Fio_viow |

@send O Recy Isend  Irecy ® coll Fin @ passert j

PE21 @) pe21 deadlock

PE37

{ R oy deadlock
" . IPPTTIN JEUPPITE anee ...‘
- e -

Figure 8: Faulty processes isolated by MPI-PD. This graghwstonly faulty processes and communications
among them.

pea4 deadlock

- pE4g deadlock

pes2 deadlock

=

5.3 Study 3: Comparison with existing debuggers

To make clear the usability of fault localization, we comgmhiMPI-PD with TotalView [[Efn02] by applying
them to a complicated program. This program is automagicgherated by a parallelizing compiler based on
a task scheduling algorithm, Scheduling with PackagedtRo#point Communications (SPPCYYTFHO02).
The MPI program generated by SPPC consists of two layersatlalation and the communication layers,

which repeatedly appear during program execution. In theutaion layer, each process independently per-
forms calculation without any communication. In the comieation layer, it exchanges messages by calling
nonblocking communication routines. Each process firds calny initiation routinesI send and Irecv,
then a completion routin@laitall. Since the parallelizing compiler mechanically genertage-scale MPI
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Figure 9: Faulty processes and their related processesdsoby MPI-PD. Related processes are such that
faulty processes communicate with them.

programs, it requires a complicated work to debug them heumtore, since th#aitall routine completes
all of initiated communications at a time, it is time-consogto distinguish failure communications from a
number of communications completed by theitall routine.

Figure[ID shows the visualizations obtained by MPI-PD an@lVaew. While MPI-PD visualizes all of
failure events occurred on each process and the successfitbeoccurred directly before the failure events,
TotalView showspending sends/receives and unexpected messages [[CG99,[Efn0R] at an arbitrary execution
step. Pending sends/receives represent the sends/etteivbave been initiated but have not yet been matched.
Unexpected messages represent messages that have baeragaoicess but have not yet been received.

In this program, every process terminated at a calf@ftal1 routine. At the termination, the processes
tried to complete the total of 171 nonblocking operatiors. fhis faulty program, TotalView visualizes 50
pending receives, represented as arrows in Figdre 10(betrr, it is time-consuming for the developers to
investigate each of the 50 pending receives. On the otheat,MRI-PD checks the error of every communi-
cation and localizes faulty processes, so that it visuslB of 171 events as shown in Figlird 10(a). Since
eight of 34 events are successfully communicated eventsDReduces the number of events that have to be
investigated from 171 to 26 events. Furthermore, it pointglmat processes PE5 and PE10 fall into a deadlock.
Here, processes PE5 and PE10 have three and seven erra; esspectively, so that the number of events that
have to be investigated is reduced further from 171 to 10teven

With the assistance of MPI-PD, the developer has succéssieibugged this program less than five min-
utes. He first investigated process PE5 and confirmed thaditlo fault, and then process PE10. At last, he
reached at the fault where an invalid source was specifienl atacv routine.

Table[3 summarizes the difference among MPI-PD, TotalViaewd, DeWiz [Kra0Zd, Kra02b]. While MPI-
PD is useful to reduce events that have to be investigatediView allows us to execute the target program in
stepwise. DeWiz also provides an analysis using the evaphgiHowever, DeWiz aims at identifying closely
related processes and reducing the total amount of traee kiaDeWiz, by giving a specific process, then
its process grouping function accumulates the length ofstratted messages for every pair of processes and
isolates related processes by using a certain threshotdefidre, developers have to decide which processes
have to be specified, and this is a similar problem addressiisi paper. Furthermore, since error propagation
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Figure 10: Visualizations obtained by MPI-PD and TotalView

Table 3: Difference among MPI-PD, TotalView, and DeWiz.

Function MPI-PD DeWiz [Kra0Z&[ Kra02b]| TotalView [Etn02]
1. Faulty process localization by dependency analysis — —

2. Run-time error detection every message every message every message
3. Process grouping by dependency analysis by message length —

4. Timeline visualization yes yes —

5. Trace file reduction — yes —

6. Stepwise execution — — yes

has no relevance to message length, their message lengith &agroach is inappropriate for the purpose of
faulty process localization.

Summarizing the above discussions, DeWiz is useful to rethetotal amount of trace files and TotalView
is useful to investigate the detailed behavior of progravt3l-PD is useful to reduce the number of events that
have to be investigated for debugging. Therefore, we thiak appropriate combined use of these tools is a
good choice for debugging message passing programs. Hopéxave first localized faulty processes by using
MPI-PD and next investigate them in detail by using Totalie

6 Conclusions

We have presented a novel debugging tool, named MPI-PDoéaltizing faulty processes in message passing
programs, aiming at reducing developers’ efforts. MPI-Rilph us to identify the source of failure from a
number of observed errors by automatically checking comaation errors during program execution. If MPI-
PD observes any communication errors, it then generatesa fite, backtraces communication dependencies
and points out potentially faulty processes in the everplyrasualization.

MPI-PD reduces the amount of debugging information bef@ealizing and investigating it by using post-
mortem performance debuggers and source-level debuggspgctively. Therefore, we think that appropriate
combined use of these tools is a good choice for debuggingagesassing programs.
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